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Abstract 

In addition to providing a positive impact on speed and accuracy of financial 

statement presentation, the use of Accounting Information System (AIS) also 

has the have risks that can provide opportunity for the users to misuse the 

system. Cheating through the information technology allows criminals to fastly 

gain more benefits (Romney, 1976; Lynch & Gomaa, 2008). The researches on 

the risks and threats of AIS have been widely conducted and  the result shows 

that both risks and threats can happen (Loch et.al, 1992; Davis et.al., 1996; 

Henry, 1997; Dhillon,1999; Musa, 2006; Hanini, 2012; Muhrtala & Ogundeji, 

2013; ALEKSANDROVA, 2016). Likewise, the research on computer related-

fraud (Thompson,1998; Haugen & Selin,1999; Dhillon,1999; 

Seetharaman,2003; Lee & Lee, 2002) in which the result indicates the presence 

of unauthorized misuse or interference on computer usage results in computer-

related fraud. Nevertheless, this study has not examined how to link the risk 

factors mediating the use of AIS and the AIS users’ attention to perform 

computer-accounting fraud. Given the large impact on computer-based 

accounting fraud, it is important to examine the factors of AIS’s usage on the 

attention of AIS’s misuse (computer acounting fraud).The samples of this 

research were cooperatives in Indonesia which were selected because their 

growth affects on the increasing number of fraud cases. The research result 

shows that AIS has a positive effect on the risks of AIS which also has a positive 
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effect on the intention to commit computer-accounting fraud. However, good 

and deep understanding of the risks of AIS has not been done by AIS users from 

cooperatives. Thus, the risks of AIS are not a factor that mediates the use of AIS 

and the intention to commit computer-accounting fraud. 

Keywords:Accounting Information Systems; The risks of Accounting 

Information Systems; Computer Accounting Fraud; Cooperatives. 

JEL Classification: M41, M48, M15. 

 

1. INTRODUCTION 

The speed and accuracy of financial reporting can be implemented with the support of 

Accounting Information System (AIS). The inevitable technological advancement and 

the increasing number of cheaper accounting software in the market affects the 

consequence of acounting record method, from manual to computer-based. However, 

the risks of AIS may occur in all forms of enterprise among the benefits of AIS (Musa, 

2006).  

The research on the risks and threats of AIS has been frequently conducted (Loch et.al, 

1992; Davis et.al., 1996; Henry, 1997; Dhillon,1999; Muhrtala & Ogundeji, 2013; 

Hanini, 2012; Musa, 2006) which shows the presence of the risks and threats.  Corbitt 

(1998) and Musa (2006) propose that the greatest threat of computer system comes 

from inside, fraud by the staff. The problem in many security abuses is the users of 

technology who tend to sabotage the control of the system (Dhillon, 1999; Thanh, L. T, 

2017).). 

The change of accounting system presentation from manual to computer-based brings 

risks and consequences on the occurrence of fraud forms shifting (from traditional 

embezzelment to information processing technology embezzelment). Romney (1976) 

also states that computer will make people easy to fraud because the computer fraud is 

difficult to be detected. The use of AIS in performing the accounting function gives a 

positive effect on the speed and accuracy of financial statement presentation and 

opportunities for the users to misuse the system because it allows criminals to gain more 

benefits (Romney, 1976; Lynch & Gomaa, 2008). 

Lynch and Gomaa (2003) try to develop theory of acceptance system called the theory 
of planned behavior/TPB) to investigate the potential relationship among information 

technology users’ behavior in business organizations with entity’s vulnerability and 

employee’s cheating behavior (Sundström, M., & Radon, A, 2015).. However, the 

researchers did not examine aspects of risk of technology that could affect the 

possibility of fraud. The risks of AIS are used to understand the risks perceived by 

system users, which are able to encourage or prevent the users from fraud. Thus, this 

study would examine the roles of mediation of AIS’s risks on the use of AIS toward 

intention of AIS misuse (computer accounting fraud). The cooperatives in Indonesia 

were selected because of their rapid growth (194,295 cooperatives in 2012 and 203,701 

cooperatives in 2013) which increased by 9,406 or 4.84%. Ironically, however, the high 

number of fraud occurs in cooperatives. Through the website of the Minister of 
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Cooperatives and Small and Medium Enterprises of the Republic of Indonesia 

(www.depkop.go.id), Syarief Hasan (2012) states that the fraud cases by cooperatives  

constitute 25% of the total existing cooperatives experiencing fraud. In 2012, the 

number of cooperatives is 194,295, thus the number of cooperatives experiencing fraud 

is approximately 48,573. In this case, the members face deficits by losing money 

entrusted to the cooperative management. Therefore, it is very important to examine 

the roles of mediation AIS risks on the use of AIS toward the intention of AIS misuse 

(computer-accounting fraud) in cooperative business sector in Indonesia. 

 

2. LITERATURE REVIEW AND HYPOTHESIS 

Accounting System Information is a resources coordination framework (data, materials, 

equipments, suppliers, personal and funds) to convert input of economic data into 

output of financial information used to carry out the activities of an entity and provide 

accounting information interested parties (Wilkinson, 1991; Andriyansah et al, 2017). 

The environment of accounting information system faces the threat of risks, both 

internal and external organizations (Loch et.al.,1992; Davis, 1996; Henry, 1997; 

Dhillon, 1999; Musa, 2006; Susanto & Handayani, 2008; Hanini, 2012, Muhrtala & 

Ogundeji, 2013). Hence, the following hypothesis is formulated: 

 

H1. Accounting information systems has positive effect on risk of AIS. 

Computer-accounting fraud is the misuse of computer in performing accounting 

function which focuses on hardware, software, data and the users’ behavior. Dhillon 

(1999) explains that the large number of security breach is caused by the technology 

and its users who sabotage control of the system. Thus, in order to understand the 

occurence of misuse of information technology through computer-accounting fraud, it 

is necessary to analyse the users’ behavior and the computer device. Behavioral 

intention relates to the power of one’s will to perform certain behaviors (Lee, 2009; 

KARMANOVA, 2016; Parwati et al, 2017).  

Lee and Lee (2002); Lynch and Gomma (2003); Seetharaman (2004) examine computer 

misuse on the intention to do computer-related fraud. The use of information 

technology can reduce the portion of cost ratio by allowing the offenders to quickly 

target the victims at minimal cost or by reducing the possibility of being caught via 

online and audit trail (Lynch and Gomaa, 2008). The use of AIS can create an 

environment susceptible to AIS risks. Based on the given review, the following 

hypothesis is proposed: 

 

H2. The risk of accounting information systems (AIS) mediates the effect of 

accounting information system on intention to commit computer accounting 

fraud. 

The risk of AIS perceived risk as a potential loss in getting expected benefits by using 

AIS (Featherman and Pavlou, 2003). Musa (2006) explains that deliberate risks over 
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the use of AIS such as entry of bad data, destruction of data, introduction to computer 

viruses are likely associated with computer fraud. Dhillon (1999) argues that the 

understanding of insecurity or computer misuse phenomenon can be connected to the 

occurence of computer-related fraud. The use of information technology triggers a risk 

that allows criminals to fastly steal more. It also enables the impact on frequent criminal 

acts, the real incentive to use electronics or computers rather than use the manual way 

(Lynch & Gomaa, 2003).  The following hypothesis is then formulated: 

 

H3. The risk of accounting information systems (AIS) has positive effect of 

intention to commit computer accounting fraud. 

 

 

Fig 1. Model Research 

 

3. RESEARCH METHOD 

3.1 Population and Sample 

Based on data the number of cooperatives published on the website of Ministry of 

Cooperatives and Small and Medium Enterprises (http://www.depkop.go.id), then the 

population in this study were all cooperatives in Central Java, Indonesia as many as 

28.227 units. In this study the applied method in collecting the samples was 

convenience and purposive sampling, with criteria the cooperatives that have been 

using accounting software. The questionnaire was distributed conveniently based on 

addresses available in the database of Ministry of Cooperatives and SMEs. Since the 

database of the Ministry of Cooperatives and SMEs can not show which cooperative 

has been using accounting software and which ones not yet, then to acknowledge 

whether a cooperative has been using accounting software, researchers asked questions 

in the questionnaire. 

 

3.2 Profile of Respondents 

The number of respondents involved in this research was 232 respondents consisting of 

: 54.7% women; 45.3% men; 13.4% age of 20-25; 41.8% age of 26-30, 25.4% age of 

31-35; 12.5% age of 36-40; 6.9% age of 41-45. Based on the experience of using AIS, 

there were: 63.4% using 1-5 years of system; 22.8 % using 6-10 years of system; 13.8% 
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using 11-15 years of system. Based on the education level, there were: 7.3% who had 

completed high school; 37.9% who possessed college diplomas; 51.3% who held 

bachelor’s degree; and 3.4% possessed master’s degree. 

 

3.3 Research Instrument and Measurement 

The instrument of this study is questionnaire adopted from the previous research and 

developed by the researcher. The questionnaire was designed by using five Likert scales 

consisting of strongly disagree (1) to strongly agree (5). Face validity and construct 

validity were used to test the validity of the research model, while Construct Reliability 

(CR) was employed for testing reliability. Instruments are considered valid if they 

possess a factor loading value greater than 0.4, and considered reliable if the CR value 

is greater than 0.7 and the Variance Extract is greater than 0.5 (Hair et al., 2010). 

Validity and reliability testing were conducted and it has been found that all instruments 

in this research are valid and reliable. Refer to Table 1 for further clarification of these 

results. 

Table 1. Instrument Validity and Reliability 

Source: primary data analyzed 

Findings 

Goodness of fit Evaluation 
SEM analysis with AMOS statistical softtware was used as the data processing. The 

result of goodness of fit test shows that RMSEA=0.037; GFI=0.957; AGFI=0.931; 

TLI=0.978 and CFI=0.983. In conclusion, this research model is fit. 

Variable Indicators Factor 

Loading 

Construct Reliability 

(CR) &Variance 

Extract (VE) 

Accounting 

Information 

Sytem  

- Activity of transaction 

processing system 

- Implementation of the cycle 

of financial transactions 

- Consistency of data in the 

AIS database system 

0.71 

 

0.75 

 

0.68 

CR: 0.76 

VE: 0.51 

Risk of CAIS 

 

- Performance risk 

- Time risk 

-  Social risk  

- Privacy risk 

0.66 

0.71 

0.73 

0.68 

CR: 0.79 

VE: 0.50 

Intention to 

commit 

Computer 

Accounting Fraud 

- Damage of files 

- Unauthorized access  

- Entry Viruses 

- Deletion of the outputs 

0.69 

0.76 

0.73 

0.73 

CR: 0.96 

VE: 0.88 
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Fig 2. Analysis Model with AMOS 

 

Results of Hypothesis Testing  

Results of hypothesis are shown in table 2 below : 

 

Table 2. Results of Hypothesis Testing 

Hypothesis 

 

Estimate S.E. Critical 

Ratio 

P value 

(≤ 0.05) 

Explanation 

H1: Accounting information 

systems has positive effect on 

risk of AIS. 

.333 .091 3.658 *** Accepted 

H2: The risk of accounting 

information systems mediates 

the effect of accounting 

information system on 

intention to commit computer 

accounting fraud. 

.068 .084 .807 .420 Rejected 

H3: The risk of AIS has positive 

effect of intention to commit 

computer accounting fraud. 

.329 .090 3.652 *** Accepted 

Source: primary data analyzed 
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4. DISCUSSION AND CONCLUSION 

4.1 Discussion 

The result of the first hypothesis shows that Accounting Information System (AIS) has 

a positive effect on the risks of AIS. This result suports the previous research which 

states that AIS face the perceived threat of risk, both from internal and external 

organizations (Loch et.al.,1992; Davis, 1996; Henry, 1997; Dhillon, 1999; Musa, 2006; 

Susanto & Handayani, 2008; Hanini, 2012,  Muhrtala & Ogundeji, 2013). 

The result of the second hypothesis shows that AIS is not the mediator of its effect on 

the intention to commit computer-accounting fraud. It is because of the lack of 

cooperative management understanding of the importance of AIS risks. Thus, AIS risks 

are not a mediating effect of accounting infomation sytem users on the intention to 

commit computer-accounting fraud. 

The result of the third hypothesis shows that the risk of AIS has a positive effect of 

intention to commit computer-accounting fraud. These results are consistent with the 

research by Musa (2006), Dhillon (1999), Lee and Lee (2002), Lynch and Gomaa 

(2003), Seetharaman (2004), who explain that the risks of AIS usage can be connected 

to the occurrence of computer-related fraud. The use of information technology triggers 

a risk that allows criminals to fastly steal more. It also enables the impact of frequent 

criminal acts, the real incentive to use electronics or computers rather than use manual 

way (Lynch & Gomaa, 2008). 

 

4.2 Conclusion 

This research shows the users’ awareness of the use of AIS that triggers the risks. The 

risks of using AIS allow users to misuse AIS. Information technology fraud gives a 

chance to get more result. However, good and deep understanding of the risks of AIS 

has not been done by the AIS users from cooperatives, thereby the risks of AIS are not 

a factor that mediates the use of AIS toward the intention to commit computer-

accounting fraud. 

 

LIMITATION AND SUGGESTIONS FOR FUTURE RESEARCH 

This study has several limitations. The researcher only examines the intention to 

commit computer-accounting fraud, but not examining the behavior of doing computer 

fraud. It is because of the difficulty of measuring AIS users’ behavior in commiting 

computer-accounting fraud.  For further researchers, the researcher suggests to examine 

the influence of the use of AIS toward the system misuse behavior. It is possible to add 

moderation affects based on gender, age and experience of using the system, so that 

various explanation of system users’ behavior toward system misuse can be obtained. 
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